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********* Begin 1st change*********
[bookmark: _Toc19696863][bookmark: _Toc26876857][bookmark: _Toc35529487][bookmark: _Toc35529577][bookmark: _Toc51230246]C.2.2.x Local user plane integrity protection configuration
- Threat name: Local user plane integrity protection configuration
- Threat Category: Tampering data
[bookmark: _GoBack]- Threat Description: When an eNB supports user plane integrity protection, and if the eNB is not preconfigured with a user plane integrity protection policy, and if the UE supports user plane integrity protection, then the protection might be disabled exposing the user plane data to tampering attacks when the MME does not send a user plane integrity protection policy to the eNB.
- Threatened Asset: user plane data.
********* End of change*********

